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Summary
Highly motivated and experienced Cybersecurity Facilities Engineer with a strong

background in designing and implementing robust cybersecurity measures to

protect corporate facilities and infrastructure. Proven track record of delivering

high-quality cybersecurity solutions that improve security posture and reduce

costs.

Experience

Cybersecurity Facilities Engineer
Microsoft Corporation • Redmond, USA • 2020-Present

Cybersecurity Facilities Engineer responsible for designing and implementing
robust cybersecurity measures to protect corporate facilities and infrastructure

• Designed and implemented a comprehensive cybersecurity framework that
resulted in a 30% reduction in security breaches

• Collaborated with cross-functional teams to develop and deploy a real-time
threat detection system that improved incident response time by 50%

• Conducted vulnerability assessments and penetration testing to identify
potential security risks and implemented remediation measures that resulted in
a 25% reduction in vulnerabilities

Cybersecurity Engineer
Cisco Systems Inc. • San Jose, USA • 2019-2020

Cybersecurity Engineer responsible for developing and implementing
cybersecurity solutions to protect network infrastructure and assets

• Developed and deployed a next-generation firewall solution that improved
network security by 40% and reduced false positives by 20%

• Collaborated with the incident response team to develop and implement a
incident response plan that improved incident response time by 30%

• Conducted security awareness training for employees that resulted in a 50%
reduction in security incidents caused by human error

Education

Bachelor of Science in Computer Science
New York University • New York, USA • 2015-2019

Computer Science • 3.8/4.0

Certificates

CompTIA Security+
CompTIA • 2018

Completed the 'CompTIA Security+' certification program with a score of 90%

Skills
• CompTIA Security+ • CISSP

• Cloud Security

• Network Security

• Threat Intelligence

• Incident Response

Languages
English • Native

Strengths

Technical Expertise
Strong technical skills in cloud security,
network security, and threat
intelligence

Communication and
Collaboration
Excellent communication and
collaboration skills with the ability to
work effectively with cross-functional
teams

Hobbies
Reading cybersecurity blogs and
attending industry conferences to
stay up-to-date with the latest
threat intelligence and security
trends

Awards

Cybersecurity Excellence
Award
SANS Institute • 2020

Recipient of the 'Cybersecurity
Excellence Award' for outstanding
contributions to the development of a
robust cybersecurity framework
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