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| Summary

Highly motivated and experienced digital forensics analyst with a strong
background in cybersecurity and computer science. Proven track record of
conducting successful digital forensics investigations and developing innovative
digital forensics tools and software.

| Experience

Senior Digital Forensics Analyst

Cybersecurity Consulting Firm ¢ New York, USA « 2020-2022

Conducted digital forensics investigations for clients, analyzed evidence, and
provided expert testimony

e Utilized EnCase, FTK, and Volatility to analyze and process digital evidence
e Developed and implemented digital forensics procedures and protocols
o Collaborated with law enforcement agencies to investigate cybercrimes
e Provided expert testimony in court cases, resulting in a 95% conviction rate

e Trained and mentored junior digital forensics examiners, resulting in a 25%
increase in team productivity

Digital Forensics Developer

Cybersecurity Software Company e California, USA « 2018-2020
Developed and implemented digital forensics tools and software

e Designed and developed a digital forensics framework using Python and Django
e Utilized machine learning algorithms to improve digital evidence analysis

e Collaborated with cross-functional teams to integrate digital forensics tools with
existing products

o Conducted penetration testing and vulnerability assessments to identify
security weaknesses

e Published research papers on digital forensics and cybersecurity, resulting in a
50% increase in company reputation

| Education

Bachelor of Science in Computer Science
New York University ¢ New York, USA  2015-2019
Computer Science « 3.8/4.0

Master of Science in Cybersecurity
Stanford University e California, USA ¢ 2020-2022
Cybersecurity « 3.9/4.0

| Certificates

CDFE

Digital Forensics Certification Board « 2018
Certified Digital Forensics Examiner

Security+

| Skills

« Digital Forensics

o Cybersecurity

e Penetration Testing

» Vulnerability Assessment

» Machine Learning

o Data Analysis

e Communication e Leadership

| Languages

English « Native
Spanish e Fluent

| Strengths
Analytical Skills

Strong attention to detail and analytical
skills

Communication Skills

Excellent communication and
presentation skills

Time Management

Ability to work well under pressure and
meet deadlines

| Hobbies

Participating in capture the flag
(CTF) competitions

Reading about emerging threats
and vulnerabilities in
cybersecurity

| Awards

Digital Forensics Award
Cybersecurity Association
2020

Awarded for outstanding contributions
to digital forensics investigations
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CompTIA « 2020
CompTIA Security+ certification



